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Appendix 1
Mobile Phone and Smart Technology at St John’s

Schools within the Trust recognise that mobile phones are a part of everyday life and, for parents who choose
to allow their children to bring mobile phones to school, the following policy will apply. All pupils bringing
mobile phones to school require parental permission.

Responsible Use

Pupils are only allowed to use mobile phones at the end of the school day once they have left the premises.
Pupils will not be allowed to use phones on school premises before school or at any time during the school
day.

Pupils will be responsible for their own phones and whilst the Governors give permission for phones to be
brought to school, they will not take any financial responsibility for phones that are lost, damaged, stolen or
confiscated.

Pupils must ensure that files stored on their phones do not contain any inappropriate material. Pupils whe
fail to follow this will have their phone confiscated and both their parents and the police will be informed.

Cyber-bullying is completely unacceptable. Pupils involved in this will have their phone confiscated:; it will be
returned to their parent/guardian, or passed to the police depending on what has been reported. The
conseguence for this offence could result in serious consequences. Additional detail can be found in the
anti-bullying policy, safeguarding policy and Behaviour and relationships policy.

Phones must be switched off (not just on silent) and out of sight at all times whilst on the school premises.

Checks and investigation will be carried out where reports are received of Pupils using their phones while ir
school.

* Where Pupils do not follow this expectation, which is in place for safeguarding reasons and to ensure that

learning is not disrupted, the phone or smart device will be confiscated. On the first occasion the phone or

" smart device may be collected by the student at the end of the day. On any subsequent occasions the

phone will be held at reception until collected by the parent/guardian.

Pupils who do not follow this expectation for a third time will not be permitted to bring the phone or smart
device for a given amount of time.

If there is a genuine emergency which required communication with home, Pupils will continue to be able
to use the phone in reception as previously and not their mobile phones.

Parents should continue to phone reception in order to contact their children in a genuine emergency and
any messages will be given to the student. Please do not try to communicate with your child during the
school day via their mobile phone.

Pupils need to acknowledge that it is a privilege to be permitted to bring mobile phones to school and non-
adherence to this policy will lead to a removal of this privilege.

This policy has been devised in order to protect all children and staff within the Trust's schools from any
form of abuse through the misuse of mobile phones and we would appreciate your full support with this.
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Safeguarding children online is everyone’s responsibility.

The All staff should receive appropriate online safety training

National which is regularly updated and is integrated, aligned and

College® considered as part of the whole school or college
safeguarding approach and wider staff training and

curriculum planning.

This Essential CPD course provides you with the
knowledge and skills you need to feel confident and
empowered to help keep children safe online.

Annual Certificate in Online Safety for Education Settings
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